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FY 2009 Projected NIMS Compliance Objectives 
 
The chart below outlines, by NIMS component, the 12 projected NIMS Compliance Objectives for FY 
2009.  These objectives do not represent the FY 2009 NIMS compliance program in its entirety. 

 

    PPrroojjeecctteedd  FFYY  22000099  NNIIMMSS  CCoommppll iiaannccee  OObbjjeecctt iivveess  SS tt aa tt ee //   
TT ee rr rr ii tt oo rr yy   

TT rr ii bb aa ll   
NN aa tt ii oo nn   

LL oo cc aa ll   
GG oo vv tt ss ..   

PP rr eeppaa rree ddnnee ssss ::   TTrraa ii nn iinn gg   

1. Complete ICS-400 Advanced ICS training or equivalent by appropriate personnel 
(as identified in the Five-Year NIMS Training Plan, February 2008).    

2. Complete Emergency Management Framework Course—Awareness Training 
(as identified in the Five-Year NIMS Training Plan, February 2008)    

PP rr eeppaa rree ddnnee ssss ::   PP llaa nnnn ii nn gg   

3. Include preparedness organizations and elected and appointed officials in the 
development of emergency operations plans (EOPs).    

4. Plan for special needs populations in the development of EOPs (to include, but 
not limited to, individuals with limited English language proficiency; individuals 
with disabilities; children; the aged, etc.). 

   

PPrreeppaarreeddnneessss::  EExxeerrcciissee  
5. Include NGOs and the private sector in an all-hazards exercise program, when 

appropriate.    

6. Promote the integration of Incident Command, Multiagency Coordination 
System, and Public Information into appropriate exercises and evaluate against 
associated target capabilities (refer to HSEEP Volume III and the Exercise 
Evaluation Guides). 

   

CCoommmmuunniiccaattiioonnss  &&  IInnffoorrmmaattiioonn  MMaannaaggeemmeenntt  
7. Institute procedures and protocols for operational and information security during 

an incident/planned event.    

8. Institute multidisciplinary and/or multi-jurisdictional procedures and protocols for 
standardization of data collection and analysis to utilize or share information 
during an incident/planned event. 

   

9. Develop procedures and protocols for communications (to include voice, data, 
access to geospatial information, Internet/Web use, and data encryption), where 
applicable, to utilize or share information during an incident/planned event. 

   

RReessoouurrccee  MMaannaaggeemmeenntt  
10. Institute policies, plans, procedures and protocols to prevent spontaneous 

deployment of resources/personnel and/or responding to a request that 
bypassed official resource coordination processes (i.e., resources requested 
through improper channels).  

   

11. Institute mechanisms to deploy, track, recover, demobilize, and to provide 
reimbursement for resources utilized during response and recovery.    

CCoommmmaanndd  aanndd  MMaannaaggeemmeenntt  
12. Utilize access control measures during an incident, as appropriate    

 


